
 

 

QON: Pages 70-71 

Mr EVANS: Yes. On the topic of data, I guess, congratulations on your support in principle 

around your open banking and account portability measures and your submissions to the 

PC on that. I guess I am always cautious about support in principle and whether that 

translates to support in practice. I note your comments around the importance of controls 

around data security. I also note that the UK is going down this path with pretty quick time 

lines and deadlines in place, and I note that you have some experience in the UK. I guess I 

wanted to give you an opportunity to flag for us now if there is anything significantly different 

in the Australian banking sector compared to the UK market when it comes to implementing 

open banking. 

Mr Hartzer: I will probably have to take that on notice. 

Answer: We note the UK Competition and Markets Authority (CMA) will require the UK’s largest 

banks to adopt an open API standard by early 2018, however there are still many decisions 

to be made as to how the new standard will be designed and implemented in the context of 

security and governance concerns that have been raised during the CMA’s consultation 

process. This includes important issues related to: security, liability and the cost of 

implementing and using open Application Programming Interfaces (APIs) (the cost is 

considered to disproportionately impact smaller banks). 

Westpac’s submission to the Productivity Commission noted our support for an enhanced 

data-sharing regime to support consumer empowerment, competition in the financial 

services industry and innovation and productivity in the Australian economy.  

However, in Westpac’s view, the use of externally facing APIs is not currently well enough 

established to safely transmit banking information in the Australian banking and financial 

services industry. There are significant and complex issues relating to API usage which 

require industry consultation. For example, vetting of API access requests, authentication 

and validation, access rights and permissions, cost recovery, volume, scale and capacity, 

servicing and support. As such, the replication of the UK approach in Australia may not be 

appropriate.  






